POLITYKI PRYWATNOŚCI 
TEMAT | PROCEDURA ZAPEWNIENIA BEZPIECZEŃSTWA I OCHRONY MAŁOLETNICH (DALEJ: „PROCEDURA”)  
ZAINTERESOWANI | RODZICE/OPIEKUNOWIE PRAWNI ORAZ MAŁOLETNI  
1. Kto wykorzystuje dane (Administrator) | Szkoła Podstawowa w Kielnarowej;
2. Kontakt | Kielnarowa 53, 36-020 Tyczyn, tel: 17 2219 344;
3. Pytania, wnioski Inspektor ochrony danych | daneosobowe@tyczyn.pl 
4. Cele i podstawy prawne wykorzystania: 
	Cele 
	Uzasadnienie 
	Podstawa prawna 

	Obrona przed roszczeniami. 
	Ustalenie i dochodzenie roszczeń oraz obrona przed roszczeniami. 
	Art. 6 ust. 1 lit. f) RODO w zw. z przepisami Ustawy z dnia 23 kwietnia 1964 r. Kodeks cywilny. 

	Wykonanie obowiązku prawnego. 
 
	Zgromadzenie dokumentacji na okoliczność przeprowadzenia czynności związanych z realizacją Procedury oraz jej archiwizacja. 
	Art. 6 ust. 1. lit. c) RODO w zw. z przepisami ustawy z dnia 13 maja 2016 r. o przeciwdziałaniu zagrożeniom przestępczością na tle seksualnym i ochronie małoletnich. 

	Realizacja ważnego interesu publicznego. 
	Przeprowadzenie czynności mających na celu ochronę małoletnich (zgodnie ze standardami określonymi w treści Procedury), w szczególności dotyczących: 
1. udostępniania rodzicom albo opiekunom prawnym lub faktycznym oraz małoletnim standardów do zaznajomienia się z nimi i ich stosowania; 
2. przyjmowania zgłoszeń o zdarzeniach zagrażających małoletniemu i udzielenie mu wsparcia; 
3. udokumentowania i przechowywania ujawnionych lub zgłoszonych incydentów lub zdarzeń zagrażających dobru małoletniego. 
 
	Art. 6 ust. 1 lit. e w zw. z art. 9 ust. 2 lit. g RODO w zw. z przepisami ustawy z dnia 13 maja 2016 r. o przeciwdziałaniu zagrożeniom przestępczością na tle seksualnym i ochronie małoletnich. 


5. Skąd pochodzą dane osobowe: zostały ujawnione w toku realizacji Procedury, w szczególności w związku z wykonywaniem procesu ujawniania i zgłaszania zdarzeń zagrażających małoletniemu (przemoc, dane dotyczące stanu zdrowia, sytuacja rodzinna, sytuacja majątkowa, „Niebieska Karta”, itp.). 
6. Dane osobowe podlegające wykorzystaniu: 
	Osoby, których dane dotyczą 
	Dane wykorzystywane w toku realizacji postanowień procedury 
	Skąd pochodzą dane 

	Rodzice/Opiekunowie prawni 
	1. Podstawowe dane identyfikacyjne (np. imię i nazwisko); 
2. Dane identyfikacyjne przyznane przez organy publiczne (np. numer PESEL); 
3. Dane ujawnione w toku realizacji Procedury, w szczególności w związku z wykonywaniem procesu ujawniania i zgłaszania zdarzeń zagrażających małoletniemu (przemoc, dane dotyczące stanu zdrowia, sytuacja rodzinna, sytuacja majątkowa, „Niebieska Karta”, itp.). 
	Instytucje zewnętrzne, małoletni, bezpośrednio od rodziców /opiekunów prawnych 

	Małoletni objęci ochroną przewidzianą w Procedurze 
	1. Podstawowe dane identyfikacyjne (np. imię i nazwisko) 
2. Dane identyfikacyjne przyznane przez organy publiczne (np. numer PESEL) 
3. Dane ujawnione w toku realizacji Procedury, w szczególności w związku z wykonywaniem procesu ujawniania i zgłaszania zdarzeń zagrażających małoletniemu (przemoc, dane dotyczące stanu zdrowia, sytuacja rodzinna, sytuacja majątkowa, „Niebieska Karta”, itp.) 
	Instytucje zewnętrzne, małoletni, bezpośrednio od rodziców /opiekunów prawnych 


7. Kto otrzyma dane: 
	Odbiorcy 
	Dlaczego przekazujemy dane 

	Kancelarie adwokackie, radcowskie i doradztwa prawnego. 
	Dzięki temu możemy uzyskać pomoc prawną w przypadku wynikłych problemów lub wynikających z niego roszczeń. 

	Dostawcy bezpiecznych podpisów elektronicznych dla osób zatrudnionych. 
	Dzięki temu możemy uwiarygadniać dokumenty. 

	Dostawcy programów do elektronicznego zarządzania dokumentacją. 
	Dzięki temu możemy bezpiecznie przechowywać dokumentację w formie cyfrowej. 

	Operatorzy pocztowi. 
	Dzięki temu możliwa jest wymiana korespondencji w formie tradycyjnej. 

	Dostawcy poczty e-mail. 
	Dzięki temu możemy prowadzić korespondencję elektroniczną z kandydatami na pracowników, osobami zatrudnionymi lub instytucjami publicznymi. 

	Dostawcy usługi publikacji ogłoszeń o pracę, dostawcy systemów do zarządzania rekrutacjami, dostawcy usług IT (takich jak hosting) oraz dostawcom systemów informatycznych. 
	Dzięki temu możemy sprawnie analizować dostarczoną aplikację, zarządzać dokumentacją, jak i też poszukiwać najlepszych kandydatów wykorzystując szersze możliwości ich poszukiwania. 

	Instytucje pomocy społecznej, organy wymiaru sprawiedliwości 
	Zrealizujemy nasz obowiązek prawny związany z realizacją Procedury. 


8. Okres przechowywania danych: Dane będą przechowywane zgodnie z Jednolitym Rzeczowym Wykazem Akt obowiązującym u Administratora danych – przez okres zgodny z okresem przechowywania dokumentacji dla danej kategorii dokumentacji, w zależności od charakteru udziału danej osoby w procesie wyjaśniania zdarzeń oraz incydentów związanych z realizacją Procedury i sporządzanej na tę okoliczność dokumentacji. 
9. Dlaczego tak długo: Dane będą przechowywane zgodnie z Jednolitym Rzeczowym Wykazem Akt obowiązującym u Administratora danych (dostępnym w jego siedzibie), a więc zgodnie z przepisami prawa archiwalnego, z wyłączeniem sytuacji, w których toczące się postępowanie wykracza poza termin wskazany w przedmiotowym Jednolitym Rzeczowym Wykazie Akt. Wówczas dane będą przetwarzane przez ten wydłużony okres. 
10. Przysługujące prawa: 
	Przysługujące prawo 
	Na czym polega 
	Zastrzeżenia 
	Jak skorzystać 

	Dostępu do danych 
	Prawo do uzyskania informacji o tym czy Administrator dysponuje danymi zainteresowanej osoby, jakie są to dane oraz jak są wykorzystywane. Informacje przekazuje się w formie notatki. 
	Prawo dostępu do danych nie polega na przekazaniu kopii dokumentacji. Dostęp do niektórych informacji może być ograniczony, jeżeli ich udzielenie może niekorzystnie wpłynąć na prawa i wolności innych osób. Przed udzieleniem dostępu do danych, Administrator może żądać podania dodatkowych informacji, jeżeli jest to konieczne do udzielenia dostępu lub do potwierdzenia tożsamości zainteresowanej osoby. 
	Złóż wniosek – dane kontaktowe znajdują się w punkcie 1. i 2. 

	Sprostowania danych 
	Prawo do poprawiania nieprawidłowych danych, aktualizacji nieaktualnych oraz uzupełniania niekompletnych. 
	Może być potrzebne okazanie dokumentu potwierdzającego prawdziwość danych – np. dowodu osobistego lub dyplomu stwierdzającego posiadanie określonych kwalifikacji. 
	Złóż wniosek – dane kontaktowe znajdują się w punkcie 1. i 2. 

	Usunięcia danych 
	Prawo do bycia zapomnianym – żądania, by dane dotyczące zainteresowanej osoby zostały skasowane. 
	Przysługuje wyłącznie, gdy: dane zainteresowanej osoby nie są już potrzebne lub są wykorzystywane niezgodnie z prawem albo w konkretnym przypadku istnieje prawny obowiązek ich usunięcia. 
	Złóż wniosek – dane kontaktowe znajdują się w punkcie 1. i 2. 

	Ograniczenia przetwarzania 
	Prawo do żądania, by dane nie były więcej wykorzystywane w określonym celu. 
	Przysługuje wyłącznie, gdy: zainteresowana osoba kwestionuje prawidłowość swoich danych lub jeśli jej dane są wykorzystywane niezgodnie z prawem lecz zainteresowana osoba sprzeciwia się ich usunięciu lub gdy dane zainteresowanej osoby nie są już potrzebne lecz są one potrzebne tej osobie do dochodzenia roszczeń lub obrony przed roszczeniami. 
	Złóż wniosek – dane kontaktowe znajdują się w punkcie 1. i 2. 

	Sprzeciwu 
	Prawo do żądania, by zaprzestano wykorzystywania danych zainteresowanej osoby do realizacji interesów prawnych Administratora 
	Przysługuje w związku z wykorzystywaniem danych osobowych w celu składania zapytań ofertowych, minimalizacji ryzyka prawnego poprzez weryfikację podatnika, ustalenia i dochodzenia roszczeń oraz obrony przed roszczeniami. Sprzeciw uwzględnia się z uwagi na szczególną sytuację danej osoby. Staranne uzasadnienie sprzeciwu może zwiększyć szansę na uznanie jego słuszności. 
	Złóż wniosek – dane kontaktowe znajdują się w punkcie 1. i 2. 

	Skargi do Prezesa Urzędu Ochrony Danych Osobowych 
	Prawo do zawiadomienia organu nadzorującego przestrzeganie przepisów o ochronie danych osobowych o naruszeniu prawa. 
	Składając skargę należy wskazać na kogo składa się skargę oraz opisać na czym polega naruszenie przepisów o ochronie danych osobowych. 
	Skontaktuj się z Urzędem Ochrony Danych Osobowych. 


11. Czy podanie danych jest konieczne: tak – to obowiązek prawny. 
12. Konsekwencje niepodania danych: konsekwencje wynikające z Procedury - zwłaszcza w kontekście analizy zdarzeń oraz incydentów dotyczących małoletnich i związanych z tym dalszych kroków prawnych. 
13. Zautomatyzowane podejmowanie decyzji, profilowanie: nie dotyczy. 

